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Privacy Notice – Annual General Meeting 2020 
 
Updated 8 June 2020 
 
1. Data Controller 
 
Ferratum Plc 
Business ID: 1950969-1 
Postal address: Ratamestarinkatu 11 A, 00520 Helsinki, Finland 
Telephone number: +358 9 4245 2356 
 
2. Contact information 
 
In case of questions related to the processing of personal data and situations related to the exercise of the data 
subjects’ rights, the data subjects should contact the data controller. The data subjects can use their rights by 
sending an e-mail message to dpo@ferratum.com. 
 
3. Purpose of and Grounds for Processing Personal Data 
 
The data subjects whose personal data will be processed under this notice are the shareholders of the data 
controller as well as representatives of, or proxy representatives authorised by, such shareholders. 
 
The processing of personal data is based on data controller’s legal obligation to arrange the Annual General 
Meeting and carry out the related duties, on data controller’s legitimate interest, e.g. to comply with the Finnish 
Corporate Governance Code, provided in case of legitimate interest that the interests or the fundamental rights 
and freedoms of the data subject are not overriding. 
 
The processing activities carried out for such purposes include, for instance, processing related to (i) registra-
tion for the General Meeting, (ii) participation in the General Meeting by voting in advance, or presenting 
counterproposals or questions in advance, (iii) verifying the shareholder’s/representative’s identity and the 
right to attend the General Meeting, and (iv) preparing the list of participants and list of votes as well as ad-
vance voting.  
 
4. Data Content 
 
Data subjects’ personal data that can be processed include, inter alia, the following: 

• Name 
• Contact details (such as address, phone number and e-mail address) 
• Personal identification number 
• Information related to proxies 
• Number of shares and voting rights 
• Number of book-entry account 

 
5. Retention Time of the Personal Data 
 
Personal data is actively processed until the end of the Annual General Meeting and will be retained thereafter 
for a period as required under applicable regulation, including without limitation the Finnish Limited Liability 
Companies Act. 
 
Computershare AB, who arranges the registration and advance voting for the meeting, will retain the data for 
5 years after the end of the Annual General Meeting. 
 
A list of participants and votes as well as the result of the advance voting will be enclosed to the minutes of the 
Annual General Meeting, and the minutes together with such appendices will be retained by the data controller 
for the duration of the data controller’s operation as required under applicable regulation. 
 
Any other data in the data controller’s records will be retained for 5 years after the end of the Annual General 
Meeting. 
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6. Regular Sources of Data 
 
The data are mostly collected from the data subjects themselves or their representatives. Shareholders’ per-
sonal data is also obtained from the shareholders’ register maintained by Euroclear Finland Oy. 

 
If the data subject refuses to provide such personal data, which is required to be provided based on legal obli-
gation, he/she may not be able to use his/her rights in relation to the Annual General Meeting. 
 
7. Regular Disclosures of Data and Categories of Recipients 
 
The data controller does not, as a rule, disclose any personal data to third parties other than services providers 
who provide services to the data controller in connection with the Annual General Meeting, such as law firms, 
advisors or technical service providers working on the data controllers’ behalf in connection with the meeting, 
including without limitation Computershare AB, who arranges the registration and advance voting for the 
meeting.  
 
The data controller may also transfer personal data to such service providers, who processes personal data on 
behalf of the data controller, in accordance with applicable data protection legislation and the instructions of 
the data controller.  
 
If you wish to have further information on the above-mentioned recipients of your personal data, please con-
tact the data controller. 
 
Personal data can also be disclosed to authorities, if the data controller has a legal obligation to do so. 
 
8. Transfer of Data outside the EU or the EEA 
 
Personal data is not transferred outside the EU or the EEA. 
 
9. Rights of the Data Subject 
 
Right of the Data Subject to Access the Data 
 
The data subjects have a right of access to their data. The access request must be made in accordance with the 
instructions given in this privacy notice. The right of access can be refused on the grounds set out in law. Ex-
ercising the right of access is generally free of charge. 
 
Right of the Data Subject to Request Rectification, Erasure or Restriction of Processing of 
Personal Data 
 
If the data subjects become aware of or observe an error in the data, they must rectify, erase or supplement 
any data contained in the register that conflicts with the purpose of the register or is incorrect, unnecessary, 
incomplete or outdated on their own initiative and without undue delay if they are able to do so on their own.  
 
If the data subjects cannot rectify the data on their own, they must request rectification in accordance with 
section 9 in this privacy notice.  
 
The data subjects also have the right to demand that the data controller restrict the processing of their personal 
data, e.g. while the data subject is waiting for the data controller’s response to a request for the rectification or 
erasure of the data.  
 
Right of the Data Subject to Object to Processing of Personal Data 
 
The data subjects have the right to object to processing of their personal data by the data controller on 
grounds related to their particular situation if the processing is based on the data controller’s legitimate in-
terest.  
 
The data subjects can make their objection in accordance with section 9 of this privacy notice. When presenting 
their request, the data subjects must specify the particular situation based on which they are objecting to pro-
cessing. The data controller can refuse to comply with the objection on the grounds set out in law. 
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Right of the Data Subject to Lodge a Complaint with a Supervisory Authority 
 
The data subject has the right to lodge a complaint with the competent supervisory authority if the data con-
troller has not complied with the data protection regulations applicable to its operations. Further information 
is available at www.tietosuoja.fi/en. 
 
  
 


